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As adoption of corporate mobility continues to grow, so too does the number of attacks - and 
the cost of data. This presents major headaches for those responsible for maintaining mobile data 
fleets and calls for the protection and management of mobile data.

WANDERA FOR VMWARE AIRWATCH HIGHLIGHTS

Minimize data costs and boost 
productivity, taking advantage 
of usage controls, analytics and 

data compression.

Proactively block access to 
known risk categories, reducing 
exposures and limiting liability.

Implement multi-level 
protection, preventing mobile 

attacks, identifying data leaks and 
detecting rogue Wi-Fi hotspots.

CAPABILITIES

Wandera’s web gateway for mobile operates in the cloud, in the pathway of mobile data.  This unique architecture 
means that you can see more and you can control more of the activity in your device fleet. 

MOBILE THREAT DEFENSE
One of the only vendors to be recognized for 
capabilities across all four areas of threat defense 
in Gartner’s recent market guide.

CONTENT FILTERING
Go beyond detection with prevention by restricting 
mobile traffic to known risk categories, such as adult 
content or torrent sites. 

EXPENSE MANAGEMENT
Get unparalleled real-time visibility into how corporate 
devices are being used, creating caps and alerts  
designed to reduce and predict data usage.

POLICY ENFORCEMENT
Boost productivity and reduce corporate liability by 
setting acceptable usage policies enforceable across 
both Wi-Fi and 3G/4G.

USE CASES

DETECT NEW THREATS
Isolate and protect 

from zero-day threats 
and attacks

IDENTIFY VULNERABILITIES
Uncover new weaknesses 

and exploits present in 
your estate

REDUCE DATA BILLS
Cut the cost of your 
data plan and avoid 

bill shock events

BOOST PRODUCTIVITY
Ensure proper use of 

work-assigned 
devices by filtering 

inappropriate access



Wandera for VMware AirWatch

HOW IT WORKS

JOINT INTEGRATION REQUIREMENTS

To learn more about the joint solution, go to marketplace.air-watch.com 
or contact your Wandera or AirWatch account representative.

Copyright © 2016 VMware, Inc. or its subsidiaries. All rights reserved. This product is protected by U.S. and international copyright and intellectual property laws. VMware products 
and those of its subsidiaries are covered by one or more patents listed at http://www.vmware.com/go/patents. VMware, the VMware logo, and AirWatch are registered trademarks of 
VMware, Inc. or its subsidiaries in the United States and/or other jurisdictions. All other marks and names mentioned herein may be trademarks of their respective companies. 
Item No. 8289_ISV Partner Integration Briefs_Wandera  02/17

Wandera has been designed to work in tandem with AirWatch, integrating the strengths of multi-level visibility with a 
sophisticated array of tools to control and adjust devices. With the combined power of both technologies, new insights 
on the security and status of every device can be surfaced at the device, application, infrastructure or data level. These 
insights can then be responded to using the functionality of either platform.

Customers of AirWatch can effortlessly deploy Wandera across any number of enterprise mobile devices directly from 
the AirWatch console, which requires no action whatsoever by the user. Wandera is seamlessly deployed and available 
to the entire mobile fleet. Once deployed, Wandera and AirWatch continue to work together to maintain enterprise 
mobile security and data usage management.
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